SA WG2 Meeting #136
S2-1911527
18 – 22 November, 2019, Reno, NV, US
(revision of S2-19nnnnn)
Source:
MediaTek Inc.
Title:
Discussion on CT1 LS in C1-195159 – Applicability of the notification procedure in SNPNs 
Document for:
Discussion and agreement
Agenda Item:
7.7.3
Work Item / Release:
Vertical_LAN / Rel-16 
Abstract of the contribution: This contribution is an update of a previous presentation in S2-1909706 [1].
1
Background
In their LS, CT1 is asking whether the following scenario is supported in Rel-16.

-
UE registered in SNPN#1; and

-
UE also registered in PLMN#1 and accessing the services of SNPN#1 via PLMN#1

It is not clear what interpretation CT1 is having as the above scenario can be understood in two different ways.
a)
SNPN#1 access only indirectly (UE registered in SNPN#1 and UE also registered in PLMN#1)
b)
SNPN#1 access directly via SNPN#1 and indirectly via PLMN#1 (UE registered twice in SNPN#1 and UE also registered in PLMN#1)
Note this contribution only assumes SNPN Access over 3GPP Access i.e. via an NG-RAN whether or not an N3IWF is in the data path.

2
Discussion

2.1
Interpretation a) – SNPN#1 access only indirectly

Interpretation a) is depicted in the figure below.
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Figure 1. Indirect access only to SNPN#1

To register and access the SNPN#1 as shown in Figure 1, the UE needs first to be registered to PLMN#1. Thereafter it can securely register to SNPN#1 to access SNPN#1 services via PLMN#1 and the SNPN#1 N3IWF. All UE/SNPN transactions transit via PLMN#1 over PLMN#1 User Plane.

This interpretation fits CT1 scenario.

The requirements of this interpretation are the following:

-
Multi-SIM UE with a USIM for PLMN#1 access and a USIM for SNPN#1 access

-
Single NG-RAN access i.e. single 3GPP AS stack with no unexpected radio requirements such as dual-radio. The UE operates normally in PLMN#1 and is reachable by SNPN#1 whenever reachable by PLMN#1. I.e. none of the issues currently discussed as part of Rel-17 FS_MuSIM apply in such configuration.
-
Two concurrent registrations. The UE operates a dual NAS stack whereby the SNPN#1 NAS UP/CP stack and UE/N3IWF IPSec tunnel “sit on top” of the PLMN#1 NAS UP stack. 

It is worth noting that no single statement exists with respect to untrusted 3GPP access throughout TS23.501/23.502 – i.e. untrusted 3GPP access is as such not specified, as can be seen in TS23.501 clause 4.2.8 for example: 
	In this Release of the specification, the following types of non-3GPP access networks are defined:

-
Untrusted non-3GPP access networks;

-
Trusted non-3GPP access networks; and

-
Wireline access networks.

An untrusted non-3GPP access network shall be connected to the 5G Core Network via a Non-3GPP InterWorking Function (N3IWF).


Observation 1: untrusted 3GPP access is not specified in Rel-16. Only untrusted non-3GPP access is specified wrt. N3IWF. Numerous corrections are necessary to specify the support of untrusted 3GPP access. Although these corrections are expected to be mostly editorial in nature they are fundamentally a functional change.
Observation 2: Interpretation a) could be supported in Rel-16 but requires numerous corrections to Stage 2 as per Observation 1.
Proposal 1a: It is proposed to respond to CT1 that interpretation a) is currently not fully supported in Rel-16 specifications but would be possible once the necessary changes are made (see further Observation 3).

Proposal 1b: Notification does not apply with interpretation a)

It is also important to bear in mind that the specification of Non-3GPP Access, as of Rel-15 assumed that a UE cannot be paged on Non-3GPP access network. This assumption is clearly not valid when 3GPP Access is used via N3IWF – the UE is in fact pageable so long as it is RM_REGISTERED to PLMN#1 (in the above scenario)

Observation 3a: unlike non-3GPP Access defined in Rel-15 and Rel-16 a UE accessing the SNPN via untrusted 3GPP Access and the SNPN’s N3IWF can be paged over this untrusted 3GPP Access (by the PLMN in this case). This aspect ought to be taken into account and specified for it is a fundamental difference vs non-3GPP Access.

Observation 3b: Based on Observation 3, there is no need for the SNPN#1 to trigger a Service Request over the SNPN#1’s 3GPP Access to trigger the UE to activate the untrusted 3GPP Access to SNPN#1 i.e. there is no need for NAS notification.
Proposal 2: given Observation 3 it is proposed that the UE indicates at registration via N3IWF whether it accesses the SNPN over an (untrusted) 3GPP Access.
2.2
Interpretation b) – SNPN#1 access directly via SNPN#1 and indirectly via PLMN#1

Interpretation b) is depicted in the figure below.
[image: image2.emf]PLMN NG-RAN SNPN N3IWF PLMN services PLMN 5GC SNPN 5GC SNPN services

SNPN NG-RAN

PLMN UP / CP SNPN UP / CP


Figure 2. Direct and Indirect access to SNPN#1

The requirements of this interpretation are the following:

-
Multi-SIM UE with a USIM for PLMN#1 access and a USIM for SNPN#1 access

-
Dual NG-RAN access i.e. dual 3GPP AS stack. This intepretation exhibits some issues currently discussed as part of Rel-17 FS_MuSIM. For improbable UEs that are fully dual radio whereby each USIM has a dedicated transceiver, the above scenario though highly theoretical may be workable on paper. For more practical mass-market implementations however, this scenario exhibits a showstopper at least in terms of mobility and service discontinuity. Indeed, the premise of untrusted access via N3IWF is that of non-3GPP access that is expected to be able to operate concurrently to 3GPP access, whereby the mobility is under the responsibility of the device itself. This mobility principle that made session and service continuity possible between 3GPP Access and non-3GPP Access in Rel-15 is not completely sound when concurrent 3GPP Accesses are used without dual radio; service continuity will not be guaranteed.
-
Three concurrent registrations. The UE operates a dual NAS stack whereby the SNPN#1 NAS UP/CP stack and UE/N3IWF IPSec tunnel “sit on top” of the PLMN#1 NAS UP stack. The UE also operates a normal SNPN#1 NAS stack on top of the SNPN#1 AS stack. The UE in this situation is registered with the same AMF in the SNPN’s 5GC.

Observation 4: for a UE without a dedicated transceiver for each USIM (i.e. PLMN#1 and SNPN#1), interpretation b) exhibits some issues currently discussed as part of Rel-17 FS_MuSIM.

Observation 5: for a UE without a dedicated transceiver for each USIM, service continuity is not guaranteed upon session mobility between indirect untrusted 3GPP access (via N3IWF) and direct 3GPP Access to the SNPN (i.e. using the same USIM), contrary to what is supported with untrustued non-3GPP access (via N3IWF).
Note that for multiple USIM devices mobility for a UE/USIM otherwise follows normal 3GPP Access principles to provide service continuity for each USIM individually over 3GPP Access even when the UE does not have a dedicated transceiver for each USIM. 
The above observations 4 and 5 are in contradiction with the basic assumption that led to the introduction of N3IWF in Rel-15 for untrusted non-3GPP access to 5GS. Given observations 4 and 5, claiming or hinting that interpretation b) is supported is misleading.

Proposal 3: In accordance with observations 4 and 5, interpretation b) is not supported in Rel-16.

Proposal 4: For improbable UEs with dual transceivers, and following observations 1 and 2, intepretation b) is not fully supported, but may be possible following proposal 1 once the necessary changes are made. 

However, given the basic assumption behind untrusted access visa N3IWF is no longer guaranteed when 3GPP Access is used, the UE should indicate upon registering to an SNPN over untrusted 3GPP access via N3IWF whether it is capable of concurrent access to an SNPN over 3GPP access and untrusted 3GPP access. As a result:
Proposal 5: the UE should provide a capability indication whether it is able to support concurrent access to an SNPN over 3GPP Access and untrusted 3GPP Access when registering to an SNPN via a 3GPP Access (this could be compared to the “handover” indication). 

Proposal 6: given proposal 5, the AMF shall be able to distinguish upon registration whether access via N3IWF is over an untrusted 3GPP Access (capability indication) or over untrusted non-3GPP Access (no indication).

CRs will be made available depending on the conclusions reached for this discussion.

3
Conclusions
The scenario indicated by CT1 can be interpreted differently:

a)
SNPN#1 access only indirectly

b)
SNPN#1 access directly via SNPN#1 and indirectly via PLMN#1
Observation 1: untrusted 3GPP access is not specified in Rel-16. Only untrusted non-3GPP access is specified wrt. N3IWF. Numerous corrections are necessary to specify the support of untrusted 3GPP access. Although these corrections are expected to be mostly editorial in nature they are fundamentally a functional change.

Observation 2: Interpretation a) could be supported in Rel-16 but requires numerous corrections to Stage 2 as per Observation 1.

Proposal 1a: It is proposed to respond to CT1 that interpretation a) is not fully supported in Rel-16 specifications but may be possible once necessary changes are made (see further Observation 3).

Proposal 1b: Notification does not apply with interpretation a)
Observation 3a: unlike non-3GPP Access defined in Rel-15 and Rel-16 a UE accessing the SNPN via untrusted 3GPP Access and the SNPN’s N3IWF can be paged over this untrusted 3GPP Access (by the PLMN in this case). This aspect ought to be taken into account and specified for it is a fundamental difference vs non-3GPP Access.

Observation 3b: Based on Observation 3, there is no need for the SNPN#1 to trigger a Service Request over the SNPN#1’s 3GPP Access to trigger the UE to activate the untrusted 3GPP Access to SNPN#1 i.e. there is no need for NAS notification.
Proposal 2: given Observation 3 it is proposed that the UE indicates at registration via N3IWF whether it accesses the SNPN over an (untrusted) 3GPP Access.
Observation 4: for a UE without a dedicated transceiver for each USIM (i.e. PLMN#1 and SNPN#1), interpretation b) exhibits some issues currently discussed as part of Rel-17 FS_MuSIM.

Observation 5: for a UE without a dedicated transceiver for each USIM, service continuity is not guaranteed upon session mobility between indirect untrusted 3GPP access (via N3IWF) and direct 3GPP Access to the SNPN (i.e. using the same USIM), contrary to what is supported with untrustued non-3GPP access (via N3IWF).

Proposal 2: In accordance with observations 4 and 5, interpretation b) is not supported in Rel-16.

Proposal 3: For improbable UEs with dual transceivers, and following observations 1 and 2, intepretation b) is not fully supported, but may be possible following proposal 1 once the necessary changes are made. 

Proposal 4: the UE should provide a capability indication whether it is able to support concurrent access to an SNPN over 3GPP Access and untrusted 3GPP Access when registering to an SNPN via a 3GPP Access (this could be compared to the “handover” indication). 

Proposal 5: given proposal 4, the AMF shall be able to distinguish upon registration whether access via N3IWF is over an untrusted 3GPP Access (capability indication) or over untrusted non-3GPP Access (no indication).
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